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Document Management

1.1 Legal Disclaimer

The draft specifications set forth herein are for discussion purposes only.  This is a working document and is not intended for commercial use or public dissemination.  Neither RosettaNet nor its members shall be responsible for any loss resulting from any use of this document or the specifications herein.

1.2 Copyright

©1999 RosettaNet.  All rights reserved.  No part of this publication may be reproduced, stored in a retrieval system, or transmitted, in any form or by any means, electronic, mechanical, photocopying, recording, or otherwise, without the prior written permission of the publisher.  Printed in the United States of America.

1.3 Trademarks

In the best effort, all terms mentioned in this document that are known to be trademarks or registered trademarks have been appropriately recognized in the first occurrence of the term.

1.4 Acknowledgements

This document has been prepared by Edifecs Commerce (http://www.edifecs.com, http://www.CommerceDesk.com) from requirements gathered during the cluster/segment workshops and in conformance with the RosettaNet methodology.

1.5  Prerequisites

The audience should be familiar with the RosettaNet User's Guide “Understanding a PIP Blueprint.”  This document can be downloaded from the RosettaNet Library at the following web address.


http://apps.rosettanet.org/library/pipvoting.nsf/docid/rost-4bavbt
1.6 Related Documents

· RosettaNet IT Technical Dictionary http://apps.rosettanet.org/TechSheets/TSCompilations.nsf/ITTDcompilations?OpenView
· RosettaNet Business Dictionary, Business Document and Message Guideline Repository http://www.commercedesk.com/RosettaNetRepository
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2 Introduction

A Partner Interface Process (PIP) Specification comprises the following three views of the ebusiness PIP model.

1. Business Operational View (BOV).  Captures the semantics of business data entities and their flow of exchange between roles as they perform business activities.  The content of the BOV section is based on the PIP Blueprint document created for RosettaNet's business community.

2. Functional Service View (FSV).  Specifies the network component services and agents and the interactions necessary to execute PIPs.  The FSV includes all of the transaction dialogs in a PIP Protocol.  The purpose of the FSV is to specify a PIP Protocol that is systematically derived from the BOV.  The two major components within the FSV are the network component design and network component interactions.

3. Implementation Framework View (IFV).  Specifies the network protocol message formats and communications requirements between peer-protocols supported by network components in the RosettaNet Implementation Framework.  These messages are exchanged when software programs execute a PIP; RosettaNet distributes these as XML Message Guidelines.

Business Operational View

2.1 Business Process Definition

A failure to complete an interface business activity can be detected by either of the two parties’ involved in the interface activity.

1. The originating party of the business activity times-out when waiting for a specified response for their requesting business document.

2. The responding party is unable to acknowledge, accept or process the requesting business document.

The UN/EDIFACT model trading partner agreement (http://www.unece.org/trade/untdid/texts/d240_d.htm) recommends the following in this regard:

“3.2.3.  In the event that the originating party has not received, for a properly transmitted Message, a required acknowledgement and no further instructions have been provided, the originating party may declare the Message null and void by so notifying the receiving party.”

“3.3.  Technical Errors.  A receiving party must give notice to the originating party of circumstances, including technical errors in a received transmission, which prevent the further processing of a Message.“

RosettaNet specifies two conventions for handling failure notification.

1. This PIP is used when the originating party times-out when waiting for a specified response.  Where notifications are sent is defined in a trading partner agreement and may be different for each PIP.  If it necessary for a notification to be sent to more than one party, then the responsibility of that forwarding mechanism belongs to the singularly identified Failure Report Administrator.  The Failure Report Administrator may apply various filtering criteria to the notification of failure before it forwarded to other destinations. In this way, the different methods in which troubles are administered may be facilitated.

It is essential that the destination or respondent role of the Notification of Failure be communicated with via an alternate communication channel to prevent the inability to report failures potentially caused by communication failures.  It is recommended that the organizational entity used to perform this role is different from the organization that failed to respond to the business document request.  This alternate organization would normally be the organization that manages the quality and validation of the usage and delivery of service and products and business transactions.

In an ebusiness network environment, this “alternate communications channel” should at least be interpreted to mean communicating with an application server that is different from the application server that has not serviced the original business document request.  Trading partners should, however, agree on what the exact nature of this “alternate communications channel.”

4. This PIP is not used when a responding party encounters an exception when processing a business document request.  A business signal exception framework is provided for this purpose.

For examples on when to use the Notification of Failure PIP and when to return exceptions, refer to the RosettaNet Implementation Framework Specification.

2.2 PIP Purpose

This PIP provides a mechanism for notification of business activity failures amongst participating partner roles.

PIP Business Process Flow Diagram
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Figure 3-1: Notification of Failure

PIP Start State

The start state is comprised of the following conditions:

· A destination address for notification exists.

· The failure code, failure description and optional explanatory text provided.

2.3 PIP End States

End states are comprised of one or more conditions:

END

· The Failure Notification document was successfully sent to the defined Failure Report Administrator address.

FAILED

· The Failure Notification document was not successfully sent to the defined Failure Report Administrator address.  (If the Notification of Failure is not successful, then the problem may be due to a communication rather than a processing problem.  Lower level failure detection mechanisms should report the error via lower level management functions.  However, it would be prudent when the Failure Notification fails to be delivered to the RosettaNet Partner, that this fact be handled by an internal process which reports the secondary failure along with the Failure Notification document to a responsible internal organization.)

Partner Role Descriptions

Table 2-1 describes the partner roles in this PIP.

	Table 3-1: Partner Role Descriptions

	Role Name
	Role Description
	Role Type

	PIP Failure Notifier
	An organizational process that automatically notifies the appropriate Failure Report Administrator of a PIP process failure.
	Organizational

	Failure Report Administrator
	An employee or organizational entity that receives and processes PIP Failure Notifications.
	Functional


Business Process Activity Controls

Table 2-2 describes the business activities and related conditions in this PIP.

	Table 3-2: Business Activity Descriptions

	Role Name
	Activity Name
	Activity Description
	Pre-Conditions
	Post-Conditions

	PIP Failure Notifier
	Distribute Notification of Failure
	Based on the error code supplied this activity forms a Failure Notification and forwards it to the identified management system.
	Failure Code, Failure Description and Explanatory Text (Optional) are provided.
	Message receipt is received.


Table 2-3 details the security, audit and process controls relating to activities performed in the PIP.

	Table 3-3: Business Activity Performance Controls

	Role Name
	Activity Name
	Acknowledgment

of Receipt
	Time to Acknowledge Acceptance
	Time to Perform
	Retry Count
	Is Authorization Required?
	Non-Repudiation of Origin and Content?

	
	
	Non-Repudiation Required?
	Time to Acknowledge
	
	
	
	
	

	PIP Failure Notifier
	Distribute Notification of Failure
	Y
	2hr
	N/A
	N/A
	3
	N
	Y


PIP Blueprint Data

2.3.1 PIP Business Documents

Business documents listed in Table 3-1 are exchanged by roles performing activities in this PIP.  The business documents can be downloaded from the RosettaNet business document repository using the Uniform Resource Locator (URL) specified Section 1.6, “Related Documents.”

	
Table 3-4: PIP Business Documents


	Business Document
	Description

	Failure Notification
	An unsolicited formal notification of the failure to perform a business activity.


2.3.2 Business Data Entities

The business data entities, fundamental business data entities, and global identifying properties can be found in the RosettaNet business dictionary using the URL specified in Section 1.6, “Related Documents.”

Business Data Entity Security

There are no security controls specified for this PIP.

3 Functional Service View

The two major components in the FSV are the network component design and possible network component interactions, listed in sections 4.1 and 4.3.

3.1 Network Component Design

A network component design specifies the network components necessary to execute the PIP and the network component collaboration. A network component design is comprised of Agent components and Business Service components that enable roles to perform business activities in a networked environment. Network components collaborate by exchanging business action messages and business signal messages.

3.1.1 Network Component Collaboration

Figure 4-1 specifies the network components and their message exchange.
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Figure 4-1: Distribute Notification of Failure
3.1.2 Network Component Specification

Each network component maps onto a role in the BOV of the PIP model. Table 4-1 specifies the mapping between roles in the BOV and network components in the FSV.

	Table 4‑1: Network Component Specification

	Network Component in FSV
	Classification
	Maps to Role in BOV

	PIP Failure Notifier Service
	Business Service
	PIP Failure Notifier

	Failure Report Administrator Service
	Business Service
	Failure Report Administrator 

	PIP Failure Notifier Agent
	Agent
	PIP Failure Notifier

	Failure Report Administrator Agent
	Agent
	Failure Report Administrator 


3.2 Business Action and Business Signal Specification

Each business action maps onto a Business Document in the BOV of the PIP model.  Table 4-2 specifies the mapping between Business Documents in the BOV and business actions in the FSV.

	Table 4‑2: Business Action – Business Document Mapping

	Business Action in FSV
	Maps To Business Document in BOV

	Failure Notification Action
	Failure Notification 


Business Transaction Dialog Specification

3.3 Business Transaction Dialog Specification

Each business activity between roles in the BOV is specified as a business transaction dialog between network components.  There are two fundamental network components modeled in the Functional Service View.

1. Service network component.  Implements protocols that include the service layer, transaction and action layer.  A service has “network identity” as a business service.  The service has an identity URI that can be registered in directories and used for component communication in a distributed computer system.

2. Agent network component. Implements protocols that include the action layer and the agent layer.  There is no service layer or transaction layer.

The FSV allows the following network component interaction configurations.

3. Agent-Service interaction configuration.  An agent can request service from a service component and a service can respond to the request.  Agents cannot respond to requests for service.

4. Service-Service interaction configuration.  There can be any number of services between end-point services, but no agents.  Services both provide services to agents and other requesting services as well as request services for other services.

5. Agent-Agent interaction configuration.  One agent can transfer an action to another agent.

From these three interaction configurations it is possible to derive three additional network-component configurations specific to a trading partner agreement.

5. Service-Agent-Service interaction configuration.  Services interact using two or more agents as a bridge.  This configuration is typical in configurations where the two services do not know each other’s identity, or when an employee must include additional private information to an action that is sent to another service.

6. Service-Service-Agent interaction configuration.  The second service acts as a mailbox for the agent.

7. Agent-Service-Service interaction configuration.  A service-to-service transaction is a sub-transaction of a larger agent-service transaction.

The rest of section 4.3 specifies the network component configurations possible for this PIP.  Each figure specifies the message exchange sequence as network components collaborate to execute this PIP.  Each table shows the properties for each of the messages exchanged by the interactions in the corresponding figure.

Distribute Notification of Failure Dialog: Service-Service
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Figure 4-2: Distribute Notification of Failure Interactions: Service-Service

	Table 4‑3: Message Exchange Controls – Distribute Notification of Failure

	#
	Name
	Time to Acknowledge Receipt Signal
	Time to Acknowledge Acceptance Signal
	Time to Respond to Action
	Included in Time to Perform
	Is Authorization Required?
	Is Non-Repudiation Required?
	Is Secure Transport Required?

	1.
	Failure Notification Action
	2hr
	N/A
	N/A
	N
	N
	Y
	Y

	1.1
	Receipt Acknowledgement
	N/A
	N/A
	N/A
	N
	N
	Y
	Y


3.3.1 Distribute Notification of Failure Dialog: Service-Service
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Figure 4-3: Distribute Notification of Failure Interactions: Service-Service-Agent

	Table 4‑4: Message Exchange Controls - Distribute Notification of Failure

	#
	Name
	Time to Acknowledge Receipt Signal
	Time to Acknowledge Acceptance Signal
	Time to Respond to Action
	Included in Time to Perform
	Is Authorization Required?
	Is Non-Repudiation Required?
	Is Secure Transport Required?

	1.
	Failure Notification Action
	2hr
	N/A
	N/A
	N
	N
	Y
	Y

	1.1
	Receipt Acknowledgement
	N/A
	N/A
	N/A
	N
	N
	Y
	Y


4 Implementation Framework View 

The tables in Section 5 specify the business messages and their communications requirements for executing this PIP.

4.1 Distribute Notification of Failure Dialog: Service-Service

	Table 5‑1: Business Message and Communications Specification

	#
	Business Message Guideline
	Digital Signature Required?
	SSL Required?

	1.
	Failure Notification Action
	Y
	Y

	1.1
	Receipt Acknowledgement
	Y
	Y


4.2 Distribute Notification of Failure Dialog: Agent-Service-Service

	Table 5‑2: Business Message and Communications Specification

	#
	Business Message Guideline
	Digital Signature Required?
	SSL Required?

	1.
	Failure Notification Action
	Y
	Y

	1.1
	Receipt Acknowledgement
	Y
	Y
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